1. Purpose

The software item covered by this SQAP is the ‘Gasoline Pump Control System’.  The system is used to control gasoline pumps and handle payment operations at a gas station.  The system is part of a larger corporate system.  This SQAP covers the entire life cycle of the ‘Gasoline Pump Control System’.

2. Reference Documents

See: Corporate SW development SQAP guidelines

See: Gasoline Pump Control System SRS

3. Management
3.1 Organization

An SQA team shall be created that consists of developers from the corporation who have previous experience with the corporations SQA practices.  Developers who took part in building the pump control system will not be part of the SQA team because of their natural biases towards their own work.

3.2 Tasks

The entire life cycle of the pump control system is covered by this SQAP.  The tasks that need to be accomplished are those described in sections 4-15 of this document.

The results from the SQA tests shall be published and made available to all members of the pump system team (developers, management, etc).  The documents will also be made available to corporate management.

3.3 Responsibilities

Documentation:  Documentation team

Standards, practices, conventions, and metrics: Process team

Reviews and audits: Management team

Test: Testing team

Problem reporting and corrective action: Testing/Development team

Tools, techniques, and methodologies:  Process team

Code control: Process team

Media control: Process team

Supplier control: Management team

Records collection, maintenance, and retention: Process/Management team

Training: Management/Development team

Risk management: Management team

4. Documentation

4.1 Purpose

To ensure the quality of the gasoline control system, as a minimum, Software Quality Assurance will use the Software Design Document (SDD), and the Software Requirement Specification document  (SRS) for verifying and validating the product. 

4.2 Minimum documentation requirements

The Gasoline control system’s cashier and pump interfaces consists of modules as described in the SDD, in which the main module will provide the first interface with the user. 

4.2.1 Software Requirements Specification (SRS)

The SRS describe each of the functions, performances, design constraints, and attributes of the gasoline control system and the external interfaces.

4.2.1.1 Production Functions

Pump interface (2.5.1) 

Cashier interface (2.5.2)

4.2.1.2 Functional requirements

In order to realize a good control of the gasoline pumps, the system should be able to respond adequately to every stimulus receive.  Each stimulus for the system presents some pre-conditions that are required conditions the system should meet to react correctly (i.e. to perform all the function associated with this stimulus).

Pump request  (3.2.1.1)

Pump enabled (3.2.1.2)

Enter amount or volume to dispense (3.2.1.3)

Gun taken out of its holster (3.2.1.4)

Trigger pressed (3.2.1.5)

4.2.1.3 Performance requirements

Number of terminals (3.3.1)

Simultaneous users (3.3.2)

Amount and type of data (3.3.3)

4.2.1.4 Design constraints

Report format (3.4.1)

Data naming (3.4.2) 

Accounting procedures (3.4.3) 

Audit tracing (3.4.4)

4.2.1.5 Software System attributes

Reliability (3.5.1)

Availability (3.5.2)

Security (3.5.3)

Maintainability (3.5.4)

Portability (3.5.5)

4.2.2 Software Design Description (SDD)

The SDD will describe the logic structure and standards of the gasoline control system as well as the pump and cashier interface modules of the product.

Also included in this section are the coding conventions and standards to be applied to the gasoline control system.  

Coding conventions and standards 

a)
Each function shall have a header block describing the name of the function, purpose, each argument whether input or output and its purpose, and the function's return value. 

b) 
Each function shall have a prototype. 

c) 
Each function prototype shall be listed in a header file. 

d)
Source code files may include header files. 

e)
Each file shall contain a modification history (revision log) that shows the file’s version number, date, person, and description of each change.

4.2.3 Software Verification and Validation Plan (SVVP)

This section identifies and describes the inspection, analysis, demonstration, and test methods to be used in developing the gasoline control system, and shall be evaluated at the Software Verification and validation Plan Review.

4.2.4 Software Verification and Validation Report (SVVR)

This section summarizes the observed status of the gasoline control software as a result of the execution of the SVVP

4.2.5 User Documentation

There will be User manuals and guides to specify and describe the required data and control inputs, sequence of inputs, limitations of the program, and other items or activities that must be done so as to successfully execute the software.

4.2.6 Software Configuration Management Plan (SCMP)

The SCMP shall be used for identifying software items, and to control and implement changes. 

Configuration management

The configuration management plan includes making daily backups of documentations, source code, data files, test files and test script for all classes to ensure product integrity. Individuals working on specific assignments will be required to make backups on separate diskettes of what he or she is working on, each time at the beginning of his assignment. This will ensure us that the most a team member can ever lose is the day's assignment.  In the case where more than one class is attempted in a single day, the class will be backed up to the fullest extent possible before starting work. 

Copies of the most updated portions of files being worked on will be made available to other team members, at the beginning and end of every week in class sessions or project meetings. 

Quality Assurance:

Product reliability will be assured by a test plan that will be developed by the SQA leader.  The person responsible for the coding of a class will not be the one assigned to testing that class.  A demonstration of  the class will be conducted by the responsible programmer, then at least one other team member will be the responsible tester. 

 Testing 

Each process identified in the Software Requirement 

Specification for a particular configuration will be tested.

5. Standards, practices, conventions, and metric

5.1 Purpose

This section identifies the standards, practices, conventions, and metrics to be used in the gasoline control system and states how the compliance will be monitored and assured.

5.2 Content

a) Documentation standards:
The planning of the gasoline control system is outlined in the Software Requirement Specification Document 

b) Logic structure standards.

The logic structure and standards of the gasoline control system is described in the Software Design Document. 

c) Coding standards.

The programming conventions and standards re-established and flow down through the hierarchy of documents. The coding standard is described in SDD. Coding conventions and standards includes the following is the short list of the coding conventions and standards: 

· Each function shall have a header block describing the name of the function, purpose, each argument whether input or output and its purpose, and the function's return value. 

· Each function shall have a prototype. 

· Each function prototype shall be listed in a header file. 

· Source code files may include header files. 

· Each file shall contain a modification history (revision log) that shows the file’s version number, date, person, and description of each change.

d) Commentary standards.
Comments shall be used in the project to give a brief description of the code, focusing on why rather than how.  

· Each block of statements shall be suitably commented (Case, If or Loop).  Each routine shall have comment consisting of one or two lines at the top of the routine, describing the limitations of that particular routine, it’s global effects, as well as the modification history. 

· Each file, modules and programs shall contain the authors name, the date it was written and its purpose.

e) Testing standards and practices.

In-order to ensure software functionality of the gasoline control system components when installed in an operating environment, unit testing, integration testing and break-it testing shall be performed on the gasoline control system by the Software Development team as well as the Software Quality Assurance Planning team.

f) Selected software quality assurance product and process metrics.

Requirements documentation, domain, and decision point metric shall be provided.  

6. Reviews and Audits

6.1 Purpose

This section defines the technical and managerial reviews to be performed, and states how they are to be accomplished.

6.2 Minimum Requirements

6.2.1 Software Requirements Review (SRR)

Software Requirements Review (SRR) will be done to ensure the adequacy of the requirements given in the SRS.

6.2.2 Preliminary Design Review (PDR)

During the Preliminary Design Review, technical adequacy of gasoline control system software’s preliminary design, as indicated in the preliminary software design description is evaluated.

6.2.3 Critical Design Review (CDR)

This is detailed design review, and it is performed to determine the acceptability of the detailed software designs as depicted in the detailed SDD in satisfying the requirements of the SRS.

6.2.4 Software Verification and Validation Plan Review (SVVPR)

This will be held to evaluate the adequacy and completeness of the verification and validation methods defined in the SVVP.

6.2.5 Functional audit

There will be Functional audit.  This will be held before the delivery of the product so as to verify that the SRS requirements of the gasoline control system are met. 

6.2.6 Physical audit

There will be Physical audit.  Doing this will verify whether the gasoline control system software and documentation are internally consistent and are ready for delivery. 

6.2.7 In-process audits

This will be held for verification of the gasoline control system design consistency.

6.2.8 Managerial reviews

Software Design Review (SDR) will be done to ensure the adequacy of the requirements given in the SDD. 
6.2.9 Software Configuration Management Plan Review (SCMPR)

Software Configuration Management Plan Review (SCMPR) will be done. 

6.2.10 Post-mortem review

This will be held at the conclusion of the gasoline control system project so as to assess the development activities implemented on this particular project and to provide recommendations for suitable actions. 

6.3 Other

Use documentation review

7. Test

To insure that the gasoline pump system meets the required quality, some tests have to be performed during the development process by the software testing team. Tests cases and procedure will be developed during the whole life-cycle.

7.1 Features to be tested

The following list describes the features to be tested (and their corresponding section in the SRS): 

· Pump-Cashier communication (3.2.1.1-2)

· User inputs (3.2.1.3)

· External interfaces (3.4)

· Gas dispense control (3.2.1.4-8)

· Payment handle (3.2.2)

· Tank monitoring (3.2.3)

· Performance (3.3)

· Reliability (3.5.1)

· Availability (3.5.2)

· Security (3.5.3)

· Maintainability (3.5.4)

· Portability (3.5.5)

7.2 Pass/fail criteria

The system must satisfy the standard functional requirements for the gasoline pump system stated in the SRS. The system should also satisfy the others criteria as stated in the SRS: performance, reliability, availability, security, maintainability and portability.


7.3 Methods and tools

The testing process should be a full life-cycle activity. The testing team shall operate in an automated environment providing visual graphical tools for designing and building the test cases. The automated testing environment will be able to produce and maintain the required documentation (e.g test case specification) and generate appropriate data test. 

The SRS should serve as a base for preparing testing documents and for evaluating the features of the system (in term of pass/fail criteria). The test personnel will use the SRS to prepare all test design, case, and procedure specifications. This approach will verify the accuracy and comprehensiveness of the information in the documentation in those areas covered by the tests. All functions and any additional requirements (e.g. performance, reliability) stated in the SRS must then be identify and tested. In this way, the team would insure that the system meet the required quality. 

To perform the tests, the testing team will also need the required hardware of the gasoline pump system (c.f. SRS) or any others tool or software capable of simulating this hardware. Appropriate training will be given if needed.

Software testing will be divided into these four categories:

a) Software component test:  Defined and performed by the software development team.

b) Software integration test: Defined and performed by systems engineers, with quality assurance review.

c) System test: Defined by quality assurance, executed and reviewed by systems engineers.

d) Acceptance test: Defined and executed by the quality assurance team, and reviewed by marketing team.

8. Problem reporting and corrective action

During the testing process, some documentation for reporting and tracking problems shall be produced. When a test incident has been reported, the testing team and the development team are in charge to resolve it. The documents are:

a) Test item transmittal report.

The test transmittal report should identify the test modules being transmitted for testing. It should include the person responsible for each item and its status. It should also supply references to the item documentation and the test plan relating to the transmitted items. It should be implemented by the development project manager.

b) Test log.

The test log should provide a chronological record of relevant details about the execution of tests. It should identify the items being tested including their version/revision levels and the attributes of the environments in which the testing is conducted (e.g. memory being used, CPU model). This document should be provided by the testing team.

c) Test incident report.

The test incident report should document any event that occurs during the testing process that requires investigation. It should provide a description of the incident and its impacts. It should be provided by the testing team.

d) Test summary report.

The test summary report should summarize the results of the designated testing activities and provide evaluations based on these results. It should identify all resolved and unresolved incidents. It should reference the test plan, the test design specifications, the test procedure specifications, and the reports cited above. It should be implemented by the testing

9. Tools, techniques, and methodologies

Special custom tools will be used to keep both a high-level model of the software design and the source code in sync.  The use of this type of software will provide the company with a near real-time, round-trip engineering solution.  The software programmers will produce IDEs such as Microsoft Visual Studio which have built-in debugging capabilities.  Designers will use software such as Rational Rose to visually design the software being developed.  This project will use CVS repository to maintain different versions of the source code and documents.

10. Code control
This project will use CVS (Concurrent Versions System) on the companies main file servers to maintain and merge different versions of source code files and documents.  By using this versioning software all employees of the company will be able to work on the project and make changes simultaneously.

11. Media control
The software being developed will be stored on the companies main file servers.  To ensure no data loss these servers should have redundant hard drives and should also be backed up nightly, with off-site storage for backup tapes.  All data access is logged with a username and only special individuals will be allowed full access to all data for the purpose of performing backups; the same individuals will also be the only ones that have access to the backup tapes.

12. Supplier control
All developers should comply with this document to guarantee a quality produce.  In the case the developer does not meet the requirements in this document the purchaser is only required to pay 50% of the bid price.  Once the supplier has met all requirements the purchaser must pay in full.

13. Records collection, maintenance, and retention
All information (i.e. software reviews, company communication, etc…) should be stored in soft copy and placed in project repository so others may checkout the information.
14. Training

No software training is needed since all software being used is the company standard.

15. Risk management

Risk #1:

Description:  Project Over budget

Impact:  The project will not be able to be completed with the given funds.

Monitoring:  Continual tracking of project completion vs. cost

Mitigation:  If necessary either more funds can be obtained or software features can be cut.

